
 

 
 

Young Faces 2023 

Cybersecurity Governance programme for young leaders in Southeast 
Europe 

Agenda for Module 1: Webinars Series (to be followed by Module 2: Policy Papers and Module 3: Capstone summer 

cyber event) 

All webinars are from 10:30-12:00 CET; topics and dates are subject to change 
 

Segment 1:  Cybersecurity governance in the Western Balkans: actors, challenges, and solutions  
 
14 March  Introduction: what are cybersecurity challenges and how to address them; Rebekah Lewis, SilverLab 
15 March  Mapping cybersecurity governance landscape in the Western Balkans; Natalija Radoja, DCAF 
16 March Human rights implications of cybersecurity governance: strengthening privacy online; Megi Reçi, IDM and Ena Bavčić, 

DCAF 
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Segment 2: Legal governance of cybersecurity: international norms and national regulation 
 
21 March International law and norms in cyberspace; Andraz Kastelic; UNIDIR 
22 March Cybersecurity and human rights norms; Joanna Kulesza, Lodz Cyber Hub and University of Lodz 
23 March Accountability for cyberattacks: challenges of attribution and subsequent responses; Rebecca Mikova, DCAF 
 
Segment 3: National cyber crises: how to prepare and respond to a cyber crisis 
 
28 March  Cyber crisis models: actors and their roles and responsibilities; Robert Mikac, University of Zagreb 
29 March  Good cyber hygiene practices; Erblind Morina, Sense Research Centre 
30 March  Scenario exercise on cyber crisis; DCAF 
 
The 2023 edition of DCAF’s Young Faces project in implement within the framework of the project “Good Governance in Cybersecurity in the 
Western Balkans”, generously supported by the United Kingdom’s Foreign, Commonwealth and Development Office (FCDO) 
 

 

 


